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# 目的

建置防毒系統架構，以保護主機、用戶端電腦，避免經由網路、電子郵件、WWW等路徑遭受病毒感染，以維護營運正常。

# 範圍

## 使用者

本系統之使用者為本公司員工。

## 資訊部維護營運處人員

依本程序執行各項作業程序。

## 商品

Symantec Endpoint Protection

TrendMicro Apex One

# 名詞定義

無。

# 相關文件

### SO-04-001\_主機備份暨備份媒體作業程序

# 權責

## 系統擁有單位（Owner）

### Business Owner營運持續暨資訊服務委員會指定代理人

### Ap Owner資訊部維護營運處主管主要職責請參考資訊資產管理辦法。

## 系統保管單位（Custodian）

### 維護營運處系統負責人

依照使用者提出之需求單內容，經系統Owner單位主管同意後，方進行規劃分析及系統開發測試作業，完成後提出資訊需求申請表，將系統安裝至正式環境供使用者使用，修改時亦同。

## 使用單位（User）

適用於資訊部，主要職責請參考資訊資產管理辦法。

### 使用者申請使用權限，需填寫CIS『需求申請單』申請。

# 作業內容

## 系統架構

系統架構圖請參考《SO-05-003-附件A\_系統範圍與架構圖》。

## 系統使用規定說明

### 除特殊原因或系統相容性問題經主管核准外，介接存取公司網路之電腦，應安裝公司指定之防毒系統，以確保公司網路資訊安全。

### 使用者身分驗證方式與網域AD整合。

### 系統閒置超過一段時間，使用者須重新登入方可以繼續使用。

### 系統會自動記錄使用者每次的登入時間、IP及所執行之動作，供稽核室稽核使用。

## 備份

詳細說明請參考《SO-04-001\_主機備份暨備份媒體作業程序》。

## 系統流程

防毒系統主機應隨時保持最新病毒碼（預設每小時自動下載），以供內部主機更新，內部主機更新時間規劃為每日至少一次，於零時零分~五時零分派送更新病毒碼，client端PC更新時間規劃為每日一次，於十四時零分派送更新病毒碼，更新持續時間為15小時。，請參考《SO-05-003-附件F\_防毒系統流程圖》。

## 操作手冊

操作手冊請參考《SO-05-003-附件G\_防毒系統操作手冊》。

## 故障處理程序

故障處理程序請參考《SO-05-003-附件G\_防毒系統操作手冊》之還原備份步驟。

# 輸出文件記錄

### SO-05-003-附件A\_防毒系統架構圖

### SO-05-003-附件F\_防毒系統流程圖

### SO-05-003-附件G\_防毒系統操作手冊